


AFFIDAVIT IN SUPPORT OF 
AN APPLICATION FOR A CRIMINAL COMPLAINT  

AND ARREST WARRANT 
 

I, James V. Richardson, a Special Agent (SA) with Homeland Security 

Investigations, being duly sworn, hereby depose and state as follows: 

INTRODUCTION 

1. I have been employed as a Special Agent of the U.S. Department of 

Homeland Security, Homeland Security Investigations (“HSI”) since 2009 and am 

currently assigned to the office of the Resident Agent in Charge (RAC), Providence, RI.  

While employed by HSI, I have investigated federal criminal violations related to high 

technology or cybercrime, child exploitation, and child pornography.  I have gained 

experience through training at the Federal Law Enforcement Training Center in 

Brunswick, GA, and as a member of the Rhode Island Internet Crimes Against Children 

(ICAC) Task Force conducting these types of investigations.  I have investigated child 

pornography cases and related sexual offenses on a full-time basis since approximately 

January 2010.  I have received training in the area of child pornography and child 

exploitation and have had the opportunity to observe and review numerous examples 

of child pornography (as defined in 18 U.S.C. § 2256) in all forms of media including 

computer media.  I have conducted and assisted in conducting numerous investigations 

into the violation of both state and federal laws relating to the possession, receipt, 

transportation, distribution, and production of child pornography and obscene visual 

representations of the sexual abuse of children over the Internet.  I have reviewed 

hundreds of images and videos of actual and suspected child pornography, child 
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erotica, and obscene visual representations of the sexual abuse of children.  Moreover, I 

am a federal law enforcement officer who is engaged in enforcing the criminal laws, 

including 18 U.S.C. §§ 2252 and 2252A, and I am authorized by law to request a search 

warrant. 

2. This affidavit is submitted in support of an application for a criminal 

complaint charging JAMES W. JACKSON, (D.O.B. xx/xx/1955) (“JACKSON”) with 

distributing child pornography in violation of 18 U.S.C. 2252(a)(2) and possessing and 

accessing with intent to view child pornography in violation of 18 U.S.C. 2252(a)(4). 

3. On September 4, 2021, East Providence Police Department (EPPD) and 

Internet Crimes Against Children (ICAC) Task Force member Detective Corporal 

Stephen Evans identified a computer or other device utilizing Internet Protocol (IP) 

address 72.82.21.56 sharing files of child sexual abuse material (CSAM) using a peer-to-

peer file-sharing network1.  Detective Corporal Evans viewed a portion of the 

aforementioned files and confirmed several of the video files content to be CSAM.  One 

of the files is described below: 

File Name: Wanted Dad And Daughter-1 

Description:  This video is two minutes, and thirty-two seconds of a nude 

prepubescent female . 

 
1 peer-to-peer networks are designed to facilitate the sharing of electronic files between participating members over 
the Internet.  To become a member of a peer-to-peer network, a computer user installs file-sharing software on a 
computer which creates a “sharing folder”, into which may be placed any electronic files available for other 
members on the network to copy.  The user also gains the ability to copy any electronic files into his/her "sharing 
folder" from other network members.  A single peer-to-peer network may consist of thousands of interconnected 
computers, and the electronic files available on that network are all stored on the individual members’ computers 
rather than on a central host computer. 
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4. Detective Corporal Evans conducted an inquiry with the American

Registry of Internet Numbers (ARIN) and determined that the owner of IP address 

72.82.21.56 is Verizon Fios, 180 Washington Valley Road, Bedminster, NJ, 07921.  The IP 

address was geolocated to the Providence area of Rhode Island.  Geolocation is the 

process of approximating the location of a computer or other device connected to the 

internet based on its IP address. Detective Corporal Evans sent legal process to Verizon 

for the subscriber of 72.82.21.56 on September 4, 2021 at 11:11:59 (UTC).  Verizon 

responded to the legal process and identified the subscriber as St. Mary’s Church of 

Providence, 538 Broadway, Floor 1, Providence, Rhode Island 02909.   

5. Detective Corporal Evans observed a computer or other device using

Internet Protocol (IP) address 72.82.21.56 was on a peer-to-peer file-sharing network on 

Sunday, September 26, 2021 at 5:32PM, Friday October 15, 2021 at 3:12PM, and Sunday, 

October 17, 2021 3:58PM.  The connection on October 15, 2021, revealed nine additional 

files of CSAM.  Detective Corporal Evans viewed a portion of the aforementioned files 

and confirmed several of the video files content to be consistent with CSAM.  One of the 

files is described below: 

File Name: 000007.mp4 

Description:  This video is thirty-three minutes and thirteen seconds long.  

The video is of a nude pubescent female  
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